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# Introdução

Estabelecer diretrizes, princípios e responsabilidades, além de orientar na execução das ações relacionadas ao tratamento das informações e ao uso adequado de ativos e/ou informações pelos colaboradores envolvidos e outras partes interessadas do Projeto GameVAG

# Segurança da informação

A informação é um dos principais patrimônios do mundo dos negócios. Um fluxo de informação de qualidade é capaz de decidir o sucesso de um empreendimento. Mas esse poder, somado à crescente facilidade de acesso, faz desse "ativo" um alvo de constantes ameaças internas e externas.

Quando não gerenciados adequadamente, esses riscos e ameaças podem causar consideráveis danos ao GameVAG e prejudicar o a experiência que o jogo pode oferecer Atentos a isso, publicamos a Política de Segurança da Informação, o alicerce dos esforços de proteção à informação.

## Definições

* **Informação:** É a reunião ou conjunto de dados e conhecimentos resultante do processamento, manipulação e/ou organização de dados, de tal forma que represente uma modificação (quantitativa ou qualitativa) no conhecimento do sistema (humano ou máquina) que a recebe.
* **Segurança da Informação:** É o conjunto de ações e controles que tem como objetivo garantir a preservação dos aspectos de confidencialidade, integridade, disponibilidade, autenticidade e conformidade das informações, contribuindo para o cumprimento dos objetivos estratégicos da companhia.
* **Confidencialidade:** Permitimos o acesso aos dados e aos nosso aplicativo somente a usuário autorizadas, conforme o “princípio do privilégio mínimo”.
* **Integridade:** Preservamos a confiabilidade dos dados e das informações contra qualquer tipo de alteração, seja de forma acidental ou fraudulenta.
* **Disponibilidade:** Estabelecemos controles para que as informações estejam disponíveis para serem acessadas quando necessário. **Audibilidade:** Propiciamos que qualquer ação seja claramente identificada, possibilitando o rastreamento de atividades e garantindo o cumprimento de controles conforme normas legais.
* **Incidente de Segurança da Informação:** Evento decorrente da ação de uma ameaça, que explora uma ou mais vulnerabilidades e que afete algum dos aspectos da segurança da informação: confidencialidade, integridade ou disponibilidade.
* **Risco de Segurança da Informação:** Riscos associados à violação da confidencialidade e integridade, bem como da disponibilidade das informações dos usuários do GameVAG

# Conteúdo

## Diretrizes

**Manutenção:** Apoio técnico para realizar o diagnóstico em ativos de segurança.

**Supervisão:** Monitoramento constante da capacidade, saúde e disponibilidade da infraestrutura de segurança.

**Administração:** Operação remota onde a plataforma é responsável pela resolução de incidentes, planejamento e implementação das mudanças.

**Notificação de Incidentes:** Acompanhamento em tempo real dos eventos/logs dos equipamentos de segurança do aplicativo.

**Gestão de Vulnerabilidades:** Identificação de vulnerabilidades do ambiente e sistemas em questão e classificação de acordo com o seu nível de criticidade e ainda apontando o que deve ser corrigido.

**Análise de Regras:** Verificação nas regras do seu equipamento de segurança do dispositivo para informar se as configurações se encontram em *compliance* ou não. De modo que sejam identificadas e mais rapidamente corrigidas.

## Principios de Segurança da Informação

### Proteção da informação

A informação é um importante ativo para qualquer produto, no caso do GameVag será contido informações prestadas pelos jogadores.

### Responsabilidades

É responsabilidade de cada usuário, observar e seguir as políticas, padrões, procedimentos e orientações estabelecidas para o cumprimento da presente Política de Segurança da Informação. É imprescindível que cada usuário compreenda o papel da segurança da informação em uso no aplicativo.

### Informações Confidenciais

São consideradas informações confidenciais, para os fins desta Política, quaisquer informações das partes consideradas não disponível ao público como matricula de alguns jogadores.

### Violação da Política, Normas e Procedimentos de Segurança da Informação

As violações de segurança devem ser informadas para a equipe de desenvolvimento por meio da Central de Atendimento. Toda violação ou desvio é investigado para a determinação das medidas necessárias, visando à correção da falha ou reestruturação de processos.

Exemplos que podem ocasionar sanções:

- Modificação do aplicativo;

- Tentativas de acesso não autorizado a dados e sistemas;

- Compartilhamento de informações sensíveis;

- Divulgação de informações de Jogadores.

## Atribuição e Responsabilidades

Gerenciar, coordenar, orientar, avaliar e promover a implantação das ações, atividades e projetos relativos à Segurança da Informação do jogo GameVAG.

## Compromisso e Penalidades

Todas as garantias necessárias ao cumprimento desta Política estão estabelecidas formalmente com os desenvolvedores do jogo.

O descumprimento da Política é considerado uma falta grave e poderá acarretar na aplicação de sanções previstas em lei, assim como advertências conforme regulamentos internos e nas disposições contratuais.

Todas as disposições legais e demais normas do GameVAG, como o Código de Ética, devem ser rigorosamente observadas.

## Referências

ABNT NBR ISO/IEC 27002:2013 Tecnologia da informação — Técnicas de segurança — Código de prática para controles de segurança da informação, Sistemas de gestão da segurança da informação;